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Information on personal data processing pursuant to art. 13 of Regulation (EU) no. 2016/679 
 

Pursuant to art. 13 of Regulation (EU) no. 2016/679 (hereinafter "GDPR"), information is provided below regarding the processing of 
personal data of the supplier, if a natural person, and/or the workers and collaborators of the supplier himself (in this second case even 
if the supplier is a legal person), which the undersigned Company carries out for the purpose of stipulating and executing contracts 
with the suppliers themselves, including contracts for the authorized resale of tickets and season tickets. The processing is based on 
the principles of correctness, lawfulness, transparency and protection of privacy and your rights. The Data Controller makes every effort 
to make this information known to each interested natural person indicated above, primarily through the publication of this document 
on its website. However, it should be noted that the communication of the information in question to all interested parties and, in 
particular, to each worker and collaborator of each of its suppliers in relation to which it receives or collects personal data, would imply 
a disproportionate effort for the Data Controller or, in some cases, it may even be impossible. Considering this, the supplier 
communicates and disseminates this information to any interested parties involved in the processing described above, i.e. to its 
workers and collaborators (however named, including in the definition also all natural persons whose data may in any case be 
communicated to the Data Controller or by this known for the stipulation and execution of the supply contract) with all suitable tools. 

1. Data controller. 

The data controller, to whom you can contact to assert the rights referred to in the art. 8 subsequently referred to, is CAVOURESE 
S.p.A., Tax Code and Turin Company Register no. 00519860019, REA Turin n. 187789, VAT number 00519860019, tel. +390113970000, 
email privacy@cavourese.it. The Data Controller has designated a Data Protection Officer (DPO) who can be contacted at the email 
address privacy@cavourese.it. 

2. Purpose of the processing and nature of the data 

The Data Controller may process some personal data concerning the supplier, if a natural person, and/or the workers and collaborators 
of the supplier himself (in this second case even if the supplier is a legal person) for the purpose of stipulating and executing contracts 
with the suppliers themselves. The personal data processed are identification and contact data (such as address, telephone numbers, 
e-mail) concerning the supplier and/or its Workers and Collaborators and which they can communicate to the Data Controller as part 
of the normal activities that characterize the supply relationships that have been or are intended to be established. The processing of 
such personal data has the purpose of stipulating or executing supply contracts and is functional to achieving the same. In the absence 
of such data it may not be possible to establish or correctly execute the contracts themselves. 

3. Legal basis of the processing 

The legal basis of the processing itself is, therefore, the conduct of pre-contractual negotiations in agreement with the supplier or the 
fulfillment of the supply contract with the same or of legal obligations. 

4. Data processing methods and retention times 

The Data Controller adopts appropriate security measures aimed at preventing unauthorized access, disclosure, modification or 
destruction of personal data. The processing is carried out using IT, telematic and paper tools, with organizational methods and with 
logic strictly related to the purposes indicated. 

The data is processed at the operational offices according to which the Company is organized, and at companies appointed and duly 
appointed as Data Processors. The data will not be transferred outside the European Union. In any case, it is understood that the Data 
Controller, if necessary, will have the right to move the location of the servers to non-EU countries. In this case, the Data Controller 
hereby ensures that the transfer of data will take place in compliance with the applicable legal provisions by stipulating, if necessary, 
agreements that guarantee an adequate level of protection. 

5. Mandatory or optional nature of providing data and consequences of any refusal. 

The provision of data is necessary for the fulfillment of pre-contractual and contractual obligations, therefore, any refusal to provide 
them in whole or in part may make it impossible for the Data Controller to establish or continue the supply contract. 

6. Data communication. 

The personal data of the suppliers collected may be communicated to companies that provide services related to the purposes of the 
processing. Personal data may also be shared when required by law and/or government authorities. Except where explicitly permitted 
by law, or provided for in this Policy, personal data will not be communicated or shared. 

7. Data retention times. 

The data processing is carried out for the time strictly necessary to pursue the aforementioned purposes, and in any case not exceeding 
ten years. This is without prejudice to the possibility of defending the rights of the Data Controller in all locations, in particular in the 
event of any pending legal proceedings. 

8. Rights of the interested party. 

As an interested party, i.e. the natural person to whom the personal data refers, you have the right to ask the Data Controller to access 
your personal data, to rectify or cancel them, as well as to request the limitation or oppose their treatment. The interested party is also 
the holder of the right to data portability. To exercise these rights, you can refer to the contacts indicated in this information. 

All requests received will be treated in accordance with the applicable regulations, also with reference to the actual existence of the 
conditions for their acceptance. In the absence of such existence, the Data Controller may also not follow up or reject the requests. 
The Data Controller makes every effort to respond to legitimate and well-founded requests within one month of their receipt. 
Depending on the complexity and number of requests, as well as what is indicated above, this deadline may be extended by two 
months. Upon the outcome of the management of the request and against the same, the interested party has the possibility to lodge 
a complaint with the supervisory authority and to lodge a judicial appeal. 


